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The IT department has implemented centralised automated virus detection with Cloud Based 
software updates. All PCs have antivirus software installed to detect and remove any viruses 
automatically. Any suspected breaches of viruses, malware or any suspect activity can be reported 
using the Working Men’s College incident reporting process.  

   
Individuals must not:   

   
• Remove or disable anti-virus software.   
• Attempt to remove virus-infected files or clean up an infection, other than by the use of 

approved Working Men’s College anti-virus software and procedures.   
  
Telephony (Voice) Equipment Conditions of Use   

   
Use of W
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Any monitoring will be carried out in accordance with audited, controlled internal processes, the UK 
Data Protection Act 1998, the Regulation of Investigatory Powers Act 2000, and the 
Telecommunications (Lawful Business Practice Interception of Communications) Regulations 2000.  

This policy must be read in conjunction with: 

• Computer Misuse Act 1990
• Data Protection Act 1998
• EU GDPR (European Union General Data Protection Regulation) - enforceable May 2018

It is your responsibility to report suspected near miss incidents or breaches of security 

policy without delay to your line management, the IT department, or the IT helpdesk.    

All breaches of information security policies will be investigated. Where investigations 

reveal misconduct, disciplinary action may follow in line with Working Men’s College 

disciplinary procedures. 


